Randy Marsh

| South Park, CO 22015 | (888) 555-1234 | [rmarsh71@gmail.com](mailto:rmarsh71@gmail.com) |
| --- |

# WHOAMI

| Experienced cloud architect with a proven track record of designing and implementing scalable, secure cloud solutions that meet business needs. Possess deep expertise in cloud architecture and management, with hands-on experience in AWS and Azure. Committed to staying current with the latest cloud technologies and industry best practices to drive innovation and business growth. |
| --- |

# Skills & Abilities

| * Well-rounded with Linux commands * Azure AD Connect * Azure Bastion * Azure Cloud Shell * Azure Firewall * Azure Lighthouse * Azure Sentinel/KQL/Log Analytics and Cluster Tiers * Conditional Access policies * Vnets/Network Security Groups * Logic Apps/Playbooks * Knowledgeable of Azure Active Directory/On-premise AD and Configuration * Defender for Endpoint/Defender for Cloud/ Microsoft Endpoint Manager (Intune) * Working knowledge of PowerShell * Resources, IAM, Billing, ARM templates | * Incident Response * Knowledgeable with different security tools – Carbon Black (EDR, App Control, Defense), McAfee (DLP, ENS, FRP, MDE), Nexpose, RSA Authentication Manager, RSA NetWitness, OpenText EnCase Endpoint Investigator, ArcSight, Azure Sentinel * Deployment/Configuration of security systems * MITRE ATT&CK Framework * Report/Documentation of findings * CMMC |
| --- | --- |

# Experience

| February 2022 – Present | Your current position – Company   * List of responsibilities should be listed here * Should not be too long * Examples * Advised customers for best practices for securing Azure customer tenants * Deployed Infrastructure-as-code for subscriptions with best security practices * Remember, employers and recruiters hate reading * Impactful and short sentences are like breadcrumbs – they want more |
| --- | --- |
| November 2015 – February 2022 | Previous position - Company   * List of responsibilities should be listed here * Should not be too long * Examples * Advised customers for best practices for securing Azure customer tenants * Deployed Infrastructure-as-code for subscriptions with best security practices * Remember, employers and recruiters hate reading * Impactful and short sentences are like breadcrumbs – they want more |
| February 2010 – February 2022 | Previous position - Company   * List of responsibilities should be listed here * Should not be too long * Examples * Advised customers for best practices for securing Azure customer tenants * Deployed Infrastructure-as-code for subscriptions with best security practices * Remember, employers and recruiters hate reading * Impactful and short sentences are like breadcrumbs – they want more |

# EDUCATION

| 2020-2024 | Program name | City, State | Degree name/type |
| --- | --- |

# Professional Development

| * List the things you have done * Even on your own time * Example * Deployed Hub/Spoke architecture using best practices per Microsoft * Integrated logging for various resource types into Log Analytics * Created various terraform modules to rapid deploy resources – Azure VMs, VNet peers, SQL DB, etc * Various examples help build a stronger foundation even if you lack real world experience |
| --- |

# Certifications

| * Azure Fundamentals – 02/2023 * Other various certifications can be listed here to display outside educational pursuits and keeping up with trends |
| --- |

# Awards & Recognition

| * Professional recognitions should be listed here * Anything that might be helpful can show an employer * This is something that can showcase when hiring talent |
| --- |

# ACCOMPLISHMENTS

| * Professional accomplishments, tournaments, etc * Team Lead – Microsoft OpenHack – 02/2023 |
| --- |